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PREVIOUS INSPECTION RECOMMENDATIONS
1 STRATEGIC RECOMMENDATION AND 11 OPERATIONAL RECOMMENDATIONS FOR IMPROVEMENT

Achieved

3    operational recommendations

Partially achieved

1    operational recommendation

Not achieved

1    strategic recommendation

2    operational recommendations
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15%  of people surveyed had been victim of cyber crime

19%  have experienced an attempt against cyber crime

43%  �of respondents considered local media the best way 
for the police, government and other agencies to get 
any messages about cyber crime across to the public.

54%  of the cyber crimes were online banking misuse

* DoJ, Cyber Crime: Findings from the 2019/20 Northern Ireland Safe Community Survey, September 2022
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FINDINGS SINCE 
THE 2017 REPORT

The cyber crime 
reporting system Action 
Fraud was to be replaced.

Cyber crime strategic 
positioning within the Police 
Service was under review.

Training for 
front line 
police officers 
is a continuing 
concern 
that requires 
funding.

The Police Service 
played a key role in the 
wider Organised Crime 
Task Force, in which 
Cyber Crime was one 
of the key elements.

A wider roll out of 
civilianisation of parts of 
the Police Service cyber 
crime response was 
under consideration for 
the future.

The Police Service 
corporately and the 
Cyber Crime Team 
had a role to play in 
the wider cyber crime 
threat across the UK.

Increasing demands 
on the Police Service 
to develop technology 
and training to keep 
pace with an ever-
changing landscape.

Department of Finance developed a 
strategic approach on cyber crime.

Need to review Organised 
Crime Task Force Cyber 
Engagement Group.

A new Northern Ireland 
Cyber Security Centre 
had been established.
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REQUESTS FOR EVIDENCE RETRIEVAL*

*Received from the Police Service June 2023


